
OnlyFake privacy policy 

By accepting the terms of the Service, the Client confirms that he gives permission for the Contractor to process 

personal information in order to enable the performance of services by the OnlyFake Service, which is located at the 

permanent addresses: https://onlyfake.net and onlyfake.org and onetimes.org (including the exact copies of data from one 

server to 
another - website mirrors). 

Permission to process registration data is valid for the entire duration of the contract. 

Any exclusive data and actions of Users on the Service website are not stored, processed, or unified by the Service. 

Destruction of registration information is the basis for termination of the contract and is carried out on the basis of a 

written application from the User. In this case, the contract is terminated from the date specified in the notification 

of the Contractor's response. 

The User is notified that the Contractor does not have the right to provide access and transfer information to third 

parties without any additional notice to the Client. The scope of the rights of the Client as a subject of personal data 

in accordance with the Law of Ukraine "On the Protection of Personal Information", the Federal Law of the Russian 

Federation "On Personal Data", as well as the laws of other jurisdictions is known and understandable to him. 

1. Refusal to store, process and request data.

1.1. During registration on the site, the Service asks for information that is necessary for the provision of services. 

The Service does not request other or personal information if necessary or for other reasons, and therefore does not 

store them. 1.2. Cookies - in case of visiting the Service website, the latter does not send cookies to a computer or 

other device. The service does not request cookies if necessary or for other reasons, and therefore does not store 

them. 1.3. Viewing Information - Site servers automatically record certain information. These server logs may 

contain information such as web request, IP address, browser type and language, date and time of the request. The 

service does not request data from the server if necessary or for other reasons, and therefore does not store them. 

2. Providing access to information.

We provide access to personal information to other companies and individuals only under the following limited 

circumstances: 2.1. We have permission to do so on behalf of the User. We need explicit, verified consent to share 

any sensitive information. 2.2. To solve security problems and troubleshoot technical problems; 2.3. To prevent 

illegal activities related to trafficking in weapons, people, child pornography, drugs, etc. in accordance with the 

policy of AML international law. 

3. Information security.

We take all reasonable steps to protect data from unauthorized access, alteration, disclosure or destruction. Internal 

review of data collection, storage and processing processes and security measures, including appropriate encryption 

and measures to ensure the physical security of data to prevent unauthorized access, are among these measures. 

4. Access to personal information and its updating.

We do everything we can to provide you with access to your personal data and/or correct it if it is incorrect or delete 

it at your request, unless its retention is required by law or for legitimate business purposes. Before processing 

requests, we ask users to confirm the identity and information they want to receive, correct or delete. 

5. Changing the privacy policy.



This privacy policy may be changed from time to time. Changes to this privacy policy will be posted on this page. 

6. Final provisions.

The User can contact the specialists and administration of the Service during business hours in the following ways: 

- in the Telegram online chat: @john_wick_pass

- - by sending a letter to the email address: passport-cloud@tutanota.com


